
Scam Reminder

Scammers now exploiting coronavirus fears

Mar 19, 2020

KANSAS CITY, Mo. - As a new wave of scams surface in an attempt to exploit coronavirus
fears, the VFW would like to remind all of its members to exercise extreme caution in
providing personal information during any unsolicited call. Most recently, a VFW member
reported receiving a call from an individual identifying himself as a VFW representative and
was asked to provide credit card information in exchange for a $100 gift card. This is a
scam.

If you do receive a call from an individual claiming to be a VFW representative who is
requesting personally identifiable information, ask that they confirm your VFW
membership number. If they’re unable to do so, hang up.

If you have worked with the VFW on a VA benefits claim, and you receive a suspicious call
regarding your claim, ask the caller to verify your VA claim number before sharing any
critical information.

Review some practical tips from the FTC to help you avoid fraud.

Online Version: https://www.vfw.org/media-and-events/latest-releases/archives/2020/3/scam-reminder

https:http://www.consumer.ftc.gov/blog/2020/03/online-security-tips-working-home
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